High Secure Care Standards

Index
Introduction

Overarching Principles

Generic Secure Care Standards

Standard 1 

Assessment and care planning

Standard 2 

Delivery of generic and specialist treatments, 




interventions and support for recovery

Standard 3 

Teams, Skills, Staffing

Level Specific Secure Care Standards - High Secure Environments

Standard 4 

Maintenance of Detention

Standard 5 

Suspension of detention 

Standard 6

Management of Violence 

Standard 7 

Excluded Items 

Standard 8 

Control of Restricted Items 

Standard 9 

Communication and Technology 

Standard 10

Movement of Personnel 

Standard 11 
Contingencies 

A
Introduction:

These standards have been written for forensic mental health organisations providing care and treatment in conditions of high, medium and low security, as defined by the “matrix of security”.  This matrix was designed by a previous working group of the Forensic Mental Health Services Managed Care Network (FMHSMCN) on Levels of Security (Definition of security levels in psychiatric inpatient facilities in Scotland, FMHSMCN, 2004)

The standards are written to complement other standards applicable to mental health (see chapter 4).  Duplication or contradiction has been avoided when possible by focusing on areas that are specific, if not unique, to forensic mental health services.
In developing these standards we have accepted the environmental, procedural and relational model of security within mental health services adopted by Kennedy (2002) and reiterated by the Forensic Network Levels of Security group. 

Environmental or physical security includes items such as perimeter fence, building security, observation systems and alarm systems.  It is the provision, maintenance and correct use of appropriate buildings and equipment by properly trained staff.

Procedural security includes all patient related policies and practices which control, for example, access, communications, personal finances and possessions.  It also includes policies and practices in relation to quality and governance.

Kennedy comments that relational security is nearer to quality of care and is closely linked to resources and recurring costs.  It would include staffing, staff to patient ratios but also the provision of appropriate multi-disciplinary teams with the right range of skills and the availability of the right range of therapeutic activities.  It relates to the formation of the therapeutic alliance between staff and patients based on a detailed knowledge of the patient.  It is closely linked to risk assessment and risk management.  

Standards 1-3 deal with relational security.  The Levels of Security report excluded relational security from definitions.  Relational security does not provide clear delineation between levels of security.  The infrastructure required to provide assessment and treatment in low security is not significantly different from that required in high security, although staff numbers may vary.  In essence, the report states that relational security, such as patient assessments, treatment planning, delivery of services and availability of staff, should be similar irrespective of the level of secure environment. 

However, in developing standards for forensic services, it is essential that relational security is included, albeit those standards may not differ significantly throughout the levels of security.

Standards 4-11 deal with the elements of physical and procedural security which were identified within the Forensic Network Levels of Security group to be delineating factors between different levels of security and therefore there are versions of these standards for each of the three levels of inpatient secure care services (high, medium and low)
B
Overarching Principles

Although standards are a useful tool when used within a range of complementary techniques, they cannot usefully exist or be used in isolation.  Standards should be used within continuous quality improvement.  The range of tools and techniques for quality improvement include activities such as clinical audit, integrated care pathways, outcome measures, key performance indicators and  service user consultations, all of which can be used in conjunction with standards, defining the questions to be asked, measurement that can be made and evidencing progress and improvement. 
When using these standards the following overarching principles should be applied.

	Further reading 

In addition, there is a range of further reading which will prove useful in understanding  the context in which these standards have been written 
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B (1)
Governance & Risk Management

For each standard area, the organisation should be able to demonstrate clarity around governance arrangements and the effectiveness of reporting arrangements to the Board or other governing body.  

Risk reporting arrangements should exist that supply regular reports to the organisations governance body.  The organisation should have active and dynamic risk registers which document the consideration of risks around each of the standard topics.  The associated risk management action plans should demonstrate a planned approach to minimising risk.  In addition, risk assessments for individual patients or units should demonstrate considered approaches to minimising risk.

B (2)
Quality Improvement

The organisation should be able to demonstrate systems that exist to ensure practice is monitored and measured, benchmarked against existing best practice and that practice development arrangements exist to conduct and disseminate and adopt the evidence base.  As mentioned previously, there are a range of tools and techniques used within quality improvement which should be used by organisations.
There is also evidence of internal audit of security arrangements performed at all levels.
The organisation is able to demonstrate evidence of external audit of physical and procedural security arrangements.  This should be performed by an appropriate body providing a similar or higher level of security, or providing expertise in a specialist area, e.g. technical expertise. 

For each standard the following evidence is suggested

	Standards, Governance & Audit

	· Audit reports

· Action plans

· Reports to Governance body
	· Minutes of Governance Body

· Organisational chart including governance

· Job descriptions

	Risk Management

	· Risk Register & reviews

· Minutes of Risk meetings

· Reports to governance body
	· Risk assessments

· Action plans with review dates & targets

· Evidence of action plan being implemented, disseminated


B (3)
Policies and Procedures

Throughout the standards, specific policies and procedures are recommended to support achievement of the standards in practice.  Policies and procedures must have a supporting system of development, review and implementation around them to ensure that they are reflecting, shaping and driving practice.  Each policy, procedure or protocol should have an implementation date & a review date.  Each should have evidence of consultation, communication and dissemination amongst staff, patients and visitors with notices to staff, patients and visitors when appropriate.  In addition, properly resourced training and education plans should exist that ensure effective implementation.

For each standard the following evidence is suggested
	Policies & Procedures

	Each standard has a list of specific Policies and Procedures including implementation and review dates.



	· Minutes of meetings to consult, communicate & disseminate policies

· Policy framework documents


	· Policies & Procedures folders in workplaces

· Relevant communication to users and carers (e.g. notices in reception, patient areas etc)



B (4)
Links, Liaison and Joint Working

For each standard area the organisation should be able to demonstrate that it is regularly liaising with relevant external organisations for the purposes of ensuring effective joint working with local partner organisations, or for examining others and own practice to benchmark and improve quality.  

For each standard the following evidence is suggested
	Links, Liaison & Benchmarking

	· Minutes and action plans from regular meetings with Local emergency services

· Interagency procedures, protocols, responses

· Minutes / action plans from other liaison
	· Results of benchmarking exercises
· Action plans (including those signed off by governance body)

· Reports to governance body

· Minutes of governance body meetings


Standard 1 

Assessment and care planning

Standard
1.1
Statement:

Organisations will have in place systems and processes, from the pre-admission stage through to aftercare, that ensure the multi-disciplinary assessment of the health and social care needs of patients, and the risk of harm posed by them to themselves and others. Assessments will then be used to inform the treatment plan and enhanced Care Programme Approach.

Standard
1.2
Rationale:

The aim of forensic mental health services is to deliver the right care, at the right time, to the right patient.  These aims should be delivered through a system of:

· needs assessment; 

· risk assessment;

· risk management; and 

· treatment planning and delivery. 

Each of these processes is conducted as part of a structure or system in order to realise a number of benefits including:

· All of the multi disciplinary team caring for the patient, the patient themselves and their carers should be able to share information regarding the identified needs, risks, objectives, interventions and treatments.

· Each should understand decisions that are being made and have reasonable expectations of what should be delivered and when.

· The multidisciplinary team should be able to use the assessment and planning structure to avoid duplication in their work, identify any gaps and to prioritise the interventions, treatment and support they provide.

The Schizophrenia standards (CSBS 2001) and the best practice statement on admission to adult mental health (QIS 2004) both have important guidance on assessment and care planning which is relevant to secure care settings.
The Risk Management Authority (RMA) has recently been set up by the Scottish Executive (January 2005) to address these issues for Scotland.  Organisations should be aware of the RMA guidance and standards as they become available.

The key objectives of the RMA are given as being:

To become a national centre of excellence in the field of risk assessment and risk management by examining what is effective in risk assessment and risk management in a Scottish context based upon research with the UK and the rest of the world.

To promulgate best practice guidance, set standards for risk assessment and risk management of high risk offenders, assess and accredit the assessors, the risk assessment techniques and risk management plans of the relevant agencies to ensure that the risk management of high risk serious violent and sex offenders is based up on the set standards.

To advise Scottish Ministers on issues of national policy and developments in the field of risk assessment and risk management.

Standard
1.3 Criteria

The organisation is able to demonstrate evidence of audit of multi disciplinary assessment of need and risk, coupled with evidence of risk and care management and planning

Risk assessment and management should include use of appropriate risk assessment tools combined with full discussion of all risk factors within the multidisciplinary team.

Both local & organisational risk registers include a consideration of failure to assess, plan or deliver care or treatment 

There are corporate risk management action plans that demonstrate a planned approach to minimising risk and regular reports to Governance body

Policies and procedures describe the systems in place to assess risk and need, then plan to meet those risks and needs.

Multidisciplinary working (as in the Care Programme Approach) is central to the assessment and care planning processes.  
Standard
1.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Standards, Governance & Audit

	· Risk assessment tools


	· Treatment plan templates

	Policies & Procedures

	· Referrals and admissions policy

· Clinical risk assessment policy and procedure

· Treatment planning procedure

· Care Programme Approach policy

· Needs assessment framework




Standard 2 
Delivery of generic and specialist treatments, 




interventions and support for recovery

Standard
2.1
Statement:

Organisations will have in place an infrastructure that delivers a range of generic and specialist treatments, interventions, and support for recovery, appropriate to the health and social care needs of patients and fulfilling the multidisciplinary treatment plan.

Standard
2.2
Rationale:

Patients in forensic services are more likely to have complex needs, including resistant psychotic illness, disadvantaged socioeconomic background and comorbid substance abuse problems, compared with the patient population of general adult mental health services.  They are also more likely to be living with the consequences of previous institutional care.  

Therefore, organisations must be able to provide an holistic range of interventions, treatments and support for recovery through in-house provision, externally sourced services and community access when appropriate.  The provision of interventions, treatment and support should be needs led and available throughout the levels of security in forensic mental health inpatient (and community) services to ensure continuity of care. 

Specialist treatments for specific offending behaviours are required to reduce the risk posed by patients to themselves and others.  

Any organisation that detains people has a responsibility for the quality of patients’ lives. 

It is not appropriate for a patient to be held at a higher level of security because the treatment is only available there.

It is also inappropriate to delay treatment, intervention or support solely because it is unavailable in the current service.

Standard
2.3
 Criteria

The organisation is able to demonstrate evidence of audit of delivery of planned interventions, treatments and support.

Treatments, interventions and support for recovery should be delivered according to best practice and the current evidence base.  There should be regular audit of effectiveness of treatments and interventions.

Policies and procedures describe the systems in place to source and deliver treatments, interventions and support for recovery.

The organisation is able to demonstrate that it is regularly liaising with external organisations for the purposes of ensuring effective joint working including joint delivery of treatment and intervention programmes.  They should also foster links with external organisations to benchmark and improve quality.

The organisation is able to demonstrate that they are monitoring unmet need within the patient population they serve and have put in place measures to address those needs.
Standard
2.4 
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Standards, Governance & Audit

	· Treatment and Intervention protocols



	Risk Management

	· Risk Register & reviews

· Minutes of Risk meetings

· Reports to governance body
	· Corporate Risk assessments

· Action plans with review dates & targets

· Evidence of action plan being implemented, disseminated

	Policies & Procedures

	Clinical Effectiveness Strategy including implementation and review dates



	Links, Liaison & Benchmarking

	· Joint treatment protocols

· Service level agreements and contracts


Standard 3 
Teams, Skills, Staffing
Standard
3.1
Statement:

Organisations will have sufficient staff numbers and skills available to deliver effective treatment and maintain a safe environment.

Standard
3.2
Rationale:

The wide ranging variety of needs within a forensic mental health patient population mean that in order to assess, plan and deliver care, treatment, intervention and support for recovery, the teams which care for them have to be truly multidisciplinary.  Organisations should therefore have in place mechanisms to assess the need of the populations they serve and to ensure availability, numbers and skills of staff required to meet those needs.

Standard
3.3 
Criteria

Strategies should exist on three levels:

Long term

Should be centred on the clinical strategy of the organisation, the range and level of services they aim to provide.  Aids to long term planning will include existing work on demographic information (Butler) guidance on staffing in forensic mental health services (Kennedy) and large scale needs assessment (Thompson)

Medium Term

To ensure the availability of skills and resources that may require to be developed, redeployed or sourced externally.  Aids to medium term planning will include monitoring reports to governance bodies detailing trends in patient population and needs.

Short Term

To provide a response to immediate care issues and ensure the safety and security of the environment.  Dynamic risk assessments should be in place, which drive immediate responses to changes in need.  Aids to short term planning will include local management reports and responsive arrangements to identify activity and needs on a daily or even more frequent basis.

Organisations should also plan and deliver support and development opportunities to their staff.  As well as contributing to medium and long term manpower strategies it is also important to ensure that there is adequate support for staff working in a potentially stressful and challenging area

The organisation is able to demonstrate capture and use of appropriate key performance data on assessment of need and delivery of treatments/ interventions (e.g. waiting times).  They should also be able to show that this data is used in the formulation of their medium and long term workforce plans.

The organisation is able to demonstrate that it is regularly liaising with external organisations for the purposes of ensuring effective joint working with local partner organisations, or for examining others and own practice to benchmark and improve quality

Standard
3.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Standards, Governance & Audit

	· Audit reports

· Workforce plans

· Reports to Governance body

· Staffing establishment data


	· Key performance indicators

· Organisational chart including governance

· Service development proposals

· Job descriptions



	Risk Management

	· Risk Register & reviews


	· Corporate Risk assessments



	Policies & Procedures

	· Recruitment and selection policy (professional registration)

· Observation policy (day to day staffing)



	Links, Liaison & Benchmarking

	· Secondments (both out of and into the organisation)


Standard 4 

Maintenance of Detention

Standard
4.1
Statement:

High Security forensic inpatient services will have in place a range of appropriate physical and procedural security measures to manage the risk of escape and subsequent adverse consequences.  These should be proportionate to the level of risk posed and taking account of the impact these measures have on the rights of patients, visitors and staff, and on patients’ quality of life.

Standard
4.2
Rationale:

High Security forensic inpatient units necessarily have to maintain the detention of their patients as part of their duty of care to the patient, staff members and the public in general, including carers, previous and potential victims.  The expectation of the public and service purchasers is that escape should not be possible.

Patients in High Security hospitals are at risk of non-compliance with aspects of their care and treatment.  If a patient escapes they no longer have the support of the environment, staff and medication and could pose a serious and immediate danger to the public.

Physical and procedural security measures support staff members in maintaining the detention of forensic mental health patients.  These should aim to reduce the risk of violence to staff in enforcing detention.

The public have a right to have confidence in the services that deliver care in secure environments and expect that patients who have been placed under orders of detention will be detained.  Carers are entitled to expect that patients will be detained for the appropriate time to enable treatment and ensure that the patients’ return to the community will be safe for all concerned, including that patient.  Victims and potential victims also have the right to expect to be protected from the offending behaviours that forensic patients could display if they are in the community prematurely.  

Detention is conducted in the context of the legal framework of the Mental Health (Scotland) Act, Criminal Procedure (Scotland) Act and the Human Rights Act.  Therefore, the measures in place to maintain detention and prevent escape should be proportionate to the risks posed by the patient population.

Patients assessed as requiring a high security environment:

· may pose a high risk of opportunistic attempts, and may have the ability and motivation to create a planned, sophisticated, sustained, resourced, equipped and assisted escape attempt 

· may pose a serious and immediate danger to the public

Standard
4.3
Criteria

In addition to the over arching principles the following criteria exist in this standard.

· There are named individuals with specific security responsibilities & specialist knowledge is available.

· It is part of the security arrangements of the facility as well as risk assessment and management of the patients to consider the likelihood of escape attempts.  Specialist advice is available.
· The secure perimeter should be formed by a wall or fence separate from the fabric of any building housing patients, a minimum of 5.2 metres high.
· Detection systems support this perimeter and are manned and monitored on a 24 hour basis.  These will combine observation systems with systems that detect movement on or near the perimeter barrier.

· The construction of buildings housing patients should be of a sufficient standard to provide an additional layer of security to deter, delay and detect escape attempts aided by tools.
· The secure perimeter and linked procedures detect and delay any escape attempt for a period that allows the effective deployment of sufficient resources to manage the incident.

· A combination of the following factors is in place to ensure escape risk is minimised:

· Barriers, e.g. secure perimeter fence / wall

· Locked / secure doors and windows

· High / robust build quality

· Manned perimeter detection systems

· Manned CCTV system

· PA Alarm system

· Vehicle heartbeat detection systems

· Radio network

· Reception Metal detectors

· Handheld metal detectors 

· Each technical system or item of equipment is supported by a Maintenance contract with associated maintenance records showing testing and calibration.  Procedures exist for operation of each system or item of equipment under all conditions as detailed above.

· Training is given for full use of all systems and equipment, this being regularly updated and competence re-assessed.
Standard
4.4
Suggested Evidence

These specific pieces of evidence are suggested in addition to those at Section B, “Overarching principles”.
	Policies & Procedures

	· escape & attempted escape, including assisted escape
· Outside intrusion

· use of all equipment to prevent escape

· monitoring equipment performance

· managing patients in grounds

· maintaining up to date patient descriptions & photographs

· accounting for all patients

	Equipment:

	· Observation

· Procedures for use, activation, calibration / testing


	· Records of use, activation, calibration / testing 

· Maintenance contract & records

· Training records


Standard 5 

Suspension of Detention 

(previously Leave of Absence) 

Standard
5.1
Statement:

High Security forensic inpatient services will have in place appropriate physical and procedural security measures to manage the risk of absconding and subsequent adverse consequences proportionate to the level of risk and effect of the measures on the rights of patients, visitors and staff, and on patients’ quality of life.

Standard
5.2
Rationale:

Suspension of detention is a term used to describe any movement by a patient outside the hospital providing detention.   

In common with the rationale for maintenance of detention, forensic inpatient services have a duty of care to the patient, staff and the public in general.  However, suspension of detention is a necessary function of a forensic inpatient service in order to deliver aspects of the patients’ treatment and rehabilitation, provide acute care services, or to progress legal processes.  In addition suspension of detention may be arranged by a service on compassionate grounds, if for instance a patient’s family member is very ill or has died.

The arrangements necessary to facilitate a leave of absence are in place in order to avoid the patient absconding from the service and to ensure that the suspension of detention is successful in its aims: that the patient’s treatment and rehabilitation is progressed; the acute care is provided; the court appearance is made, and that public protection is maintained.  In high security these measures can include handcuffs, police escort and a high number of nursing staff. 

In each case a full multidisciplinary risk assessment should take place within the context of a suspension of detention policy and procedure.  The management plan that arises from the risk assessment should ensure that measures taken to prevent absconding are proportionate to the level of risk. 

Standard
5.3
Criteria

In addition to the over arching principles the following criteria exist in this standard.

In each case, a full multidisciplinary risk assessment should take place within the context of a suspension of detention policy and procedure.  The management plan that arises from the risk assessment should ensure that measures taken to prevent absconding are proportionate to the level of risk. 

Some suspension of detention may take place under the control & supervision of an external provider contracted by other agencies responsible for ensuring production of offenders at court. Risk assessments must take account of the nature of the service provided under the contract.

There are named individuals with specific security responsibilities & specialist knowledge is available.  In addition the police may be involved in ensuring that appropriate measures are in place to prevent absconding, or to assist when intelligence suggests an assisted attempt to abscond may be possible.
Equipment that may be necessary for Suspension of detention may include:

· Vehicle

· Mobile Phones

· Radios
· handcuffs
All equipment is, when necessary, supported by a Maintenance contract with associated maintenance records showing testing and calibration.  Procedures exist for operation of all equipment under all conditions as detailed above.  Training is given for full use of all equipment, this being regularly updated and competence re-assessed.

Standard
5.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Standards, Governance & Audit

	· Suspension of detention Key Performance Indicators

· External service provider contract and Key performance Indicators



	Risk Management

	· Risk assessments of  suspension of detention & individuals



	Policies & Procedures

	· Suspension of detention policy including individual risk assessment by clinical teams

· Suspension of detention policy includes arrangements for Schedule 1 & Sex offenders

· Suspension of detention policy includes assessment of suitability of location

· Procedure for absconding or attempt including notification to police 

· Exceptional suspension of detention policy




Standard 6 

Management of Violence 

Standard
6.1
Statement:

High Security forensic inpatient services will have in place appropriate physical and procedural measures to manage the risk of harm to persons through aggression or violence.

Standard
6.2
Rationale:

Patients in forensic settings may have a previous history of violence, and may have been admitted to forensic services because of violence or aggression.  Patients in forensic settings may also have an increased incidence of mental illness combined with substance abuse, thus increasing the risk of violence.  Offending behaviours & previous histories may include serious & sustained violence and use of weapons.

The therapeutic aim of inpatient forensic services is to address violent, aggressive & offending behaviour; in addition, organisations have a duty of care to ensure all reasonable efforts are made to reduce the risk to patients, staff, visitors & the public from violence & aggression.

Approaches to minimising violence and aggression must reflect most recent guidelines & research on the management of violence.  Although forensic settings may differ in the potential severity and frequency of aggression and violence, and the measures taken may also differ, (for instance the quality and response to alarm systems) the domains in these guidelines are valid.

Standard
6.3
Criteria

Approaches to minimising violence and aggression must recognise the wide range of causative factors and minimisation techniques.  

The organisation has taken account of guidance including, but not limited to: 

· Royal College of Psychiatrists (RCPsych) Management of Imminent Violence guidelines; and 

· NHS in England and Wales National Institute for Clinical Excellence Guidelines (NICE) on “the short-term management of disturbed/violent behaviour in inpatient psychiatric settings and emergency departments”.

RCPsych emphasise:

· Ward design & organisation

· Calming features & ensuring a secure environment

· Activities

· Day accommodation

· Protocols for effective care environments

· Policies for effective care environments

· Anticipating & preventing Violence

· Responsibilities of staff and management

· Risk assessment and action to anticipate and de-escalate violence

· Reasons for using restraint

· Training for restraint

· Protocol for seclusion (as the last resort)

· Policy issues relating to restraint and seclusion

· Use of medication

· Rapid tranquilisation & protocols for use

· Avoiding high doses & polypharmacy

· Auditing emergencies

NICE emphasise:

· Environment, organisation and alarm systems

· Prediction (antecedents, warning signs and risk assessment)

· Training

· Service user perspectives, including those relating to ethnicity, gender and other special concerns

· Searching

· De-escalation techniques

· Observation

· Physical intervention

· Seclusion

· Rapid tranquillisation

· Post-incident reviews

· Emergency departments

The “Zero tolerance” campaign is endorsed by the organisation and publicised, including notices to patients and visitors
The organisation has in place a range of equipment to minimise the risk from violence and to provide support to staff, patients and visitors.  These may include:

· CCTV
· Reception baggage X-Ray Machine

· Walkthrough metal detector
· Handheld Metal detectors

· PA Alarms

Procedures exist for operation of all equipment, which is, when necessary, supported by a Maintenance contract.  Training is given for full use of all equipment, this being regularly updated and competence re-assessed

Standard
6.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Risk Management

	· Risk assessments of individuals and general risk of violence
	

	Policies & Procedures

	· Risk assessment

· Observation

· Medication & emergency tranquilisation

· Seclusion

· Searching

· “Zero Tolerance”



	· Evidence of “Zero tolerance” including Notices in reception, patient areas etc
	· 

	Equipment:

	· Observation

· Procedures for use, activation, calibration / testing


	· Records of use, activation, calibration / testing

· Maintenance contract & records

· Training records


Standard 7 

Excluded Items 

Standard
7.1
Statement:

High Security forensic inpatient services will have in place appropriate physical and procedural security measures to manage the risk associated with the introduction of potentially harmful items or substances proportionate to the level of risk & the effect of the measures on patients, visitors & staff rights, and the effect on patients quality of life

Standard
7.2
Rationale:

Excluded items are excluded because their makeup or properties are potential

ally hazardous.  This may be because:

· they could be used to harm others; 

· could be used in attempts to escape; 

· because of their harmful properties (such as drugs or alcohol);or

· their intrinsic illegality such as child pornography or drugs.

As a number of patients within high security units may have histories that include offending or exploitative behaviours, exclusions may include items used to trade & encourage criminality such as pornography.  The potential for patients or carers to be coerced into bringing excluded items in, may also exist and should be addressed.

Standard
7.3
Criteria

· Efforts to ensure excluded items are not present should include ensuring patients and visitors are aware of the exclusions, and of the efforts that may be made to enforce the exclusions. 

· Efforts may include Airport style security handheld metal detectors, drug detection equipment & searches of patients and areas; and use of drug detection dogs; each of these needing to be considered and proportionate measures taken.

· The organisation has reception arrangements that include Lockers / secure storage for visitors & staff

· At local level, staff have Hand held metal detectors available. 
· Procedures exist for operation of all equipment, which is, when necessary, supported by a Maintenance contract.   Training is given for full use of all equipment, this being regularly updated and competence re-assessed

Standard
7.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Risk Management

	· Risk assessments for excluded items

	Policies & Procedures

	· Policies and procedures for searching patients and areas

· Policies for detection measures to detect drugs / weapons

· Policies to assess danger of items, maintain “excluded items” list, search areas and individuals

· Substance abuse policies that address prevention and detection



	Equipment:

	· Observation

· Procedures for use, activation, calibration / testing


	· Maintenance contract & records

· Training records

· Records of use, activation, calibration / testing


Standard 8 

Control of Restricted Items 

Standard
8.1
Statement:

High Security forensic inpatient services will have in place appropriate procedures to manage the range of items and substances that require controls on their availability, use and storage in order to manage the risks they may present.  These measures will be proportionate to the level of risk presented and the effect they have on the patients, visitors and staff rights, and patient quality of life.

Standard
8.2
Rationale:

Similar to excluded items, restricted items are those that are restricted because their makeup or properties are hazardous.  This may be because they could be used to harm others, or be used in attempts to escape.  As a number of patients within forensic units may have histories that include offending or exploitative behaviours, restrictions may include items used to trade & encourage criminality such as pornography.  The potential for patients or carers to be coerced into bringing restricted items in may also exist and need to be addressed.

Items may be restricted but not excluded because they can be valuable tools in encouraging normalisation and resisting institutionalisation, providing diversionary, recreational, educational, social and rehabilitative value.

Access to some restricted items is a necessary function of forensic inpatient services in order to facilitate aspects of patient treatment and rehabilitation 

Standard
8.3
Criteria

Forensic services must have measures in place to assess the risk from items both generally in relation to the item, and specifically in relation to individual patients.  Measures taken and policies & procedures must demonstrate proportionality, balancing realistic assessments of risk with the therapeutic benefits of the item.

As part of ensuring restricted items are not present, patients and visitors should be made aware of the restrictions, and of the efforts that may be made to enforce the restrictions. 

These efforts may include airport style security, handheld metal detectors and searches of staff, patients, visitors and areas, each of these needing to be considered and proportionate measures taken.

Procedures exist for operation of all equipment, which is, when necessary, supported by a maintenance contract.  Training is given for full use of all equipment, this being regularly updated and competence re-assessed.
Standard
8.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Risk Management

	· Risk assessments of restricted items and individuals

	Policies & Procedures

	· Use of tools

· Cameras

· Recording equipment

· Response to missing items
	· Cutlery 

· Sewing equipment

· Sharps


Standard 9 

Communication and Technology 

Standard
9.1
Statement:

High Security forensic inpatient services will have in place appropriate physical and procedural security measures to manage the risk of criminality or harm to persons through communication media & technology (physical, electronic, verbal communication) proportionate to the level of risk and the effect of the measures on the rights of patients, visitors and staff, and the patient’s quality of life.

Standard
9.2
Rationale:

Communication media & technology is a rapidly expanding field, with technological advances creating more ways of communicating and more complex communication devices.  Items & technologies considered include, but are not limited to,

· Mail

· Telephones (land lines and mobiles) 

· Computers (desktop, laptop, palmtop & P.D.A.'s) 

· Mini hard drive or electronic memory devices (Digital cameras & MP3 players)

· Video & DVD players and recorders

· Electronic games

· 2-way radios 

· Email 

· The internet

These items & technologies can be valuable tools in ensuring contact with family friends and the wider community, encouraging normalisation and resisting institutionalisation, providing diversionary, recreational, educational, social and rehabilitative value.

Conversely, they could be used singly or in combination, to:

· arrange or introduce risk situations or items that threaten victims, witnesses & others; 

· arrange drugs, weapons etc; 

· arrange escape; 

· arrange criminal activity; 

· store & transfer data including pornography; 

· transfer items through mail; 

· coordinate activity within unit; 

· access pornography; and 

· access information on the creation of weapons / terrorism / other threats.

Standard
9.3
Criteria

Forensic services must have measures in place to assess the risk from items and technologies, both generally in relation to the subject, and specifically in relation to individual patients.  Measures taken and policies & procedures must demonstrate proportionality, balancing realistic assessments of risk with the therapeutic benefits of these technologies & items.

Procedures exist for operation of all equipment, which is, when necessary, supported by a Maintenance contract.   Training is given for full use of all equipment, this being regularly updated and competence re-assessed

Standard
9.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Risk Management

	Risk assessments of communication media & technology

	Policies & Procedures

	· Telephone policy

· IT policy

· New technology policy (including video games, PDAs, Mobile phones & similar)


Standard 10 

Movement of Personnel 

Standard
10.1

Statement:

High Security forensic inpatient services will have in place appropriate procedures to manage the risks created by the movement of patients, visitors and staff proportionate to the level of risk posed, and the effect of those measures on the rights of patients, staff and visitors, and the patients quality of life.

Particular care will be taken regarding child visitors; the welfare of the child must be paramount in any decisions about child visits.  Particular care must be taken in any child visiting policy to include close liaison between mental health services and social work, and to fulfil all statutory requirements with regard to child protection.

Standard
10.2

Rationale:

High Security services will exercise a level of control to ensure that risk is minimised when individuals move around the unit.  This may be associated with risk of self-harm, escape, movement of items, hostage taking, concerted activity, criminality or violence. 

Standard
10.3
Criteria

The organisation has in place the necessary equipment and systems to minimise risks associated with movement of personnel. These may include:

· Manned reception with controlled entry

· Barriers

· CCTV

· PAAs

· Electronic locking

· Locked doors

Procedures exist for operation of all equipment, which is, when necessary, supported by a maintenance contract.   Training is given for full use of all equipment, this being regularly updated and competence re-assessed

Standard
10.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2

	Policies & Procedures

	· Suspension of detention
· Escorted Patient movement

· Unescorted patient movement

· Staff movement

· Patient Visitor movement

· Other visitors movement

· Child visiting policy



	Equipment:

	· Observation

· Procedures for use, activation, calibration / testing


	· Records of use, activation, calibration / testing

· Maintenance contract & records

· Training records


Standard 11 

Contingencies 

Standard
11.1

Statement:

High Security inpatient services will have in place appropriate contingency plans to manage the impact of a range of events, which although low likelihood, can be expected to occur at some time in the life of the service.  Many of these plans will be drawn up in collaboration with other agencies (e.g. fire service, police)

Standard
11.2

Rationale:

All services are vulnerable to incidents that may interrupt normal business; Forensic services are vulnerable to some types of incident that would be unlikely in services that do not combine detention with other objectives.

When incidents occur, organisations must have in place systems and processes to manage incidents, if not properly managed, they may result in loss of public confidence in the organisation, loss of assets and unnecessary proliferation of loss. 

High Security forensic inpatient services must also consider responses to escape attempts, absconding, hostage situations, barricades, rooftop protests.

Standard
11.3
Criteria

Organisations should plan and prepare an organised response to all major incidents and emergency situations that affect the provision of normal services.  The organisation should have emergency planning arrangements which are in compliance with NHS guidance (NHSiS manual of guidance responding to emergencies) and which have been devised in liaison with key stakeholders.  

High Security forensic inpatient services must also consider responses to escape attempts and absconding.

The organisation has a range of Contingency plans for a range of events including:
· Escape

· Absconding
· Fire 

· Major service / utility disruption

· Equipment failure

Standard
11.4
Suggested Evidence

These specific pieces of evidence are suggested in addition those at 5.2
	Standards, Governance & Audit

	Contingency plans for:

· Escape

· Absconding
	· Fire 

· Rooftop protests

· Major service / utility disruption

	Risk Management

	· Risk Register & reviews assessing   events and associated risks


	· Risk assessments for individual events



	Policies & Procedures

	· Policy for review of contingencies

· Related to individual contingencies
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